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ADInsight is an advanced monitoring tool for Windows that shows real-
time file client-side Active Directory (LDAP - Light-weight Directory
Access Protocol) activity. Using ADInsight, you can troubleshoot
permissions, performance, and configuration issues that affect AD-
enabled applications, such as Exchange and SQL Server.

ADInsight uses DLL injection technigues to intercept calls that
applications make in the Widap32.dll library, which is the standard library
underlying Active Directory APIs such Idap and ADSI. Unlike network
monitoring tools, ADInsight intercepts and interprets all client-side APIs,
including those that do not result in transmission to a server. ADInsight
monitors any process into which it can load it's tracing DLL, which means
that it does not require administrative permissions, however, if run with
administrative rights, it will also monitor system processes, including
windows services.

ADInsight runs on Windows 2000, Windows XP, Windows Vista,
Windows Server 2003, and Windows Server 2008.
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Capturing Events

To toggle capture mode on and off, click the Capture toolbar button,
choose Capture Events from the File menu, or press Ctrl+E. No data is
collected when capture mode is off.

= Note

By default events are captured when a new connection is made. To
change the default capture mode choose rreferences from the Options menu
and clear Automatically start to capture after connection.



Copying an Event

To copy a selected event to the Clipboard, chose Copy from the Edit
menu or press Ctrl+C.



Finding Text

To search for an occurrence of text in the Event Pane, click the Find
toolbar button, choose Find on the Edit menu, or press Ctrl+F. This
action opens the Find dialog box.

Find what: | rschase Find Mext
[ IMakch whale waord arily Direction
[Imatch case iup (%) Down

Event List Columns
Sequence Mumber

i Select all
Process

W

Rectes: Clear All

Hidden columns are not eligible For
Input searching, so they are disabled here,

Cukpuk
Fesult
Fesult Time

If the text you entered is found in the Event Pane, the matching event will
be selected and auo scron Will be turned off to keep the line in the window.

= To repeat a search down the event list press the F3 shortcut key.
m To repeat a search up the event list press the Shift+F3 shortcut key.

= Note

You can search only in columns that are visible in the Event Pane. To settne
coumn display, ChOOSE Select Columns from the Options menu or from the
context menu that appears when you right-click on an item.



Clearing the Display

To clear the Event Pane, click the Clear toolbar button or choose Clear
Display from the Edit menu.

This action resets the sequence number t0 0; it also resets the values displayed
iN the Time column If relative iime 1S Selected.
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Filtering the Display

To display or hide processes whose names contain specified text
substrings, or to add or exclude selected LDAP transactions, click the
Filter toolbar button, choose Event Filter from the View menu, or press
Ctri+L.

This action opens the Event Filters dialog box.

Event Filters

Select the Events pou want ko view.

Ewvents are filtered as they are received. Changes here will not affect events
ALREADY received.

Process Filter
Enter multiple filker match strings separated by the '’ character. * iz
a wildcard.
Include; |* w
Exclude: L
Trangzactions [check to display) Transaction Groups
Tranzactions to Display ~ [ General Delete
[ 1dap_abandan Connect Search
|dap_add
Idap_add_est Add [] Convert
|dap_add_ext_sz [] Cantral b iy
ldap_add_s Compare [ Court
|dap_bind

e bind s [] Client Side Events

|dap_check_filter

Idap_cloze_extended _op [E] 5how sdvanced Events:
|dap_compare
Idap_compars_ext | ResettoDefault |

|dap_compare_ext_s
|dap_compare_z

B d-r mmnin brmon rnnn

| Selectal | | Clearan | | ok ][ Cancel |

= To view only processes whose names contain specified substrings,
type the text expression in the Include list.

= To exclude processes whose names contain specified substrings, type
the text expression in the Exclude list.



Using Filter Expressions

= You can enter multiple expressions by separating each expression with
a semicolon ().

= Use the Asterisks (*) as a wildcard character.

= Do not include spaces in the expression unless you want the spaces to
be part of the filter.

= Filter expressions are a case insensitive.
Selecting Displayed Transactions

= To hide selected LDAP transactions, clear the corresponding check
boxes.

m To display events not commonly used for troubleshooting and
configuration select Show Advanced Events.

To reset the Include and Exclude expressions and select the default
LDAP transaction check boxes, click Reset to Default.

= Notes

= Changes in the Event Filters dialog box do not affect items already in
the display.

= When you start Insight for Active Directory with a Process Filter applied
from a previous session, the Event Filters dialog box will open to
confirm your filter settings. To start the console without opening the
Filter dialog box, add the -qpaameter t0 YOUr startup command.



Highlighting Events

To set display highlighting properties, choose Highlight Preferences on
the Highlight menu or from the context menu that appears when you
right-click on an item in the Event Pane.

This action opens the Event Highlighting dialog box.

Event Highlighting

Ewent Item Highlighting

When yvou select an event in the list, other events may be
highlighted according to wour selection below,

DSessiDns Sessions
[#] related Trems Felated

Processes Color || Processes

Process Mame Filker:

userinit® w
Error Highlighting

Highlight Active Directory calls that indicate error or take
mare than a specified amount of time,

Error Result Errars

[ ]Highlight Events that take longer than

[ Ok, l[ Cancel ]

m To highlight events in the same session nange @s the selected item, click
Sessions.

= To highlight events with the same eventnande as the selected item, click
Related Items.

= To highlight events whose process names contain specified text
substrings, click Processes and type the text expression in the
Process Name Filter list. Fiter expression rues @pply to text in the Process
Name Filter.

= To highlight events with errors, click Error Result.
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= To highlight events with Result Times that are longer than a specified
time, click Highlight Events that take longer than and type the time
in seconds.

To change a highlight color, click the Color button corresponding to the
highlight option. This action opens the Highlight Color dialog box.

To toggle all highlighting on and off, choose Enable Highlighting on the
Highlighting menu.
= Note

The Next and Prev toolbar buttons are disabled when highlighting is
disabled or Error Result is not selected.



Finding Event Errors

To go to the next error in the Event Pane, click the Next toolbar button or
choose Next Event Error from the context menu that appears when you
right-click on an item in the Event Pane.

To go to the previous error in the Event Pane, click the Prev toolbar
button or choose Previous Event Error from the context menu that
appears when you right-click on an item in the Event Pane.

= Note

The Next and Prev toolbar buttons are disabled when highlighting is off,
when erorresut IN the Event Highlighting dialog box is not selected, or
when no item is selected in the Event Pane.



Viewing Related Events

To view a list of events with the same ewenthande @S the selected item,
choose View Related Events on the View menu or on the context menu
that appears when you right-click on the item.

This action opens the Related Transaction Events window.

E Related Transaction Events

#  Time Process Feguest Input Output
49 40227PM % Services2760  next attribute supportedLl
B0 40227PM % Services:2760 getwalues RootDSE supportedLDAPYersion 3

4:02:27 P % Services: 2760 next aftribute supportedl
53 402:27PM " Services:2760 fetwvalues RootDSE supportedl DAPPolicies MexPaolTH
BE 402:27 P % Sendces?760 nextatribute highestCan
B 40227PM % Services:2760 getwalues RootDSE highestCommitedlUsM 4807131
58 40227PM % Services2760  next attribute supported?
B3 40227PM % Services:2760 getwalues FootDSE supportedSASLechanisms GESAR
B1  4:02:27 PM % Servicesi2?B0  next aftribute dnsHostMz

4 »

Farameters In/Out Yalue o
(= [IN] 0x000ci24e8 (LDAF™)
entry [IM] 0x00160c0 (LDAPKMessage™
attr [IM] FootDSE supportedLDAPFolicies
walue [OUT]  MexPoolThreads
walue [OUT]  MaxDatagramPecy
walue [OUT]  MaxReceiveBuffer
walue [OUT]  InitRecyTimeout v
4 >

= Note

Columns that appear in the window correspond to the columns visible in
the Event Pane. To add or remove columns, choose Select Columns
from the Options menu or from the context menu that appears when you
right-click on an item.
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Viewing Related Session Events

To view a list of events with the same LDAP session handie @S the selected
item, choose View Session Events on the View menu or on the context
menu that appears when you right-click on the item.

This action opens the Related Session Events window.

E Related Session Events

- BX
#  Time Process Fequest Input 5

9 4:02:27 Ph4 % Services: 2760 set option LOAFP_OFT_REFERRALS
10 4:02:27 Fhd % Services: 2760 bind A5 Current User

| 40227 PM ™% Services:2760 search FootDSELDAP SCOPE_BASE (objectClass="
12 402:27PM % Senvices:2760 first entry 071600
13 40227PM % Services:2760 getwvalues RFootDSE:defaultfamingContext
15 4:02:27 P % Services: 2760 search DC=Austin DC=\Winternals, DC=com: LDAP_SCOFE_B:
16 40227PM % Services:2760 first entry 0x00178230
17 40227PM % Services:2760 getvalues DC=Austin DC="Winterals, DC=com:objectClass
18 4:02:27 Phd % Services:2 760 search RootDSELDARP_SCOPE_BASE (objectClass=" F
4 >
Farameters IniCut | Yalue
(= [IN] 0x000ci24e8 (LDAF™)
hase [IM]
sCcope [IN] LOAR_SCOPE_BASE
filter [IM] {objectClass="
attrs [IM] defaulthamingContext
attrsonly [IM] FALSE
res [OUT]  Ox0016f0cO (LDAPMessage®)
4 b
= Note

Columns that appear in the window correspond to the columns visible in
the Event Pane. To add or remove columns, choose Select Columns
from the Options menu or from the context menu that appears when you
right-click on an item.
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Viewing Process Information

To view information about the process making an LDAP call, choose
Process Information from the context menu that appears when you
right-click on an item in the Event Pane.

This action opens the Process Information window.

userinit.exe: 2444

Image File
IJzerinit Logon Application
ticrogzoft Corporation
Version:  5.01.2600.1106

Path:
| LN/ IND D'W/S hsystem32huserinit exe |

Command line:

| Lizerinit exe |

Current directary:
| C: W/ IMDOMW S aypstem 32y |

Uzer:
[NT AUTHORIT'YA5YSTEM |




Viewing Event Information

To view summary information about an LDAP function that appears in the
rRequest coumn, dOuble-click an item in the Event Pane or choose Event
Information from the context menu that appears when you right-click.

This action opens a pop-up dialog box that displays the full name and
description of the function.

ST v F LOCoroeCony S eS0T = L e i 7Y oL WP )y | )| = L
ED19PM 5 Local Security setings:h56  first entry 000712838

PEDIGPM Local Security setings:h56  first attribute

019 P @ Local Security Setings 556 nexdt attribute

PEDI9PM B Local Secu fity Setings:556

BI19PHM  EP Local Security Setings:556  next atlribute o~ Idap_get_values x|
& Local Security Setings:h56  search \)

ED19PM Local Security settings:h56  unhind
T userinit exe:2548 initialize

Retrieves the lizt of values of a given attrbute.

More Info

To view detailed diagnostic information about the LDAP function, click the
More Info hyperlink. This action opens a browser window with
information from the MSDN Library Web site.
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Setting Time Display Options

To toggle the Time column display between cocktime and reiaive ime, ChOOSE
Clock Time from the Options menu or press Ctrl+T.

= When clock time is selected you can toggle the Time column display to
show or hide milliseconds by choosing Show Milliseconds from the
Options menu.

= You can toggle the number of decimal places displayed in the Time
and Duration columns by choosing Show Simple Time from the
Options menu. Simple time is displayed in the Time column only when
relative time is selected.
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Setting Auto Scroll
By default the display scrolls to automatically show new activity.

To toggle Auto Scroll off and on, click the Scroll toolbar button, choose
Auto Scroll on the View menu or press Ctrl+A.

= Note

Turning off Auto Scroll temporarily sets the istory beptn to @an unlimited
number of lines so that new items will continue to appear in the display.



Setting History Depth

By default older lines are discarded from the event list to stay within a
specified History depth. To change History depth, click the History
toolbar button, choose History Depth on the View menu, or press
Ctri+H.

This action opens the Event List History Depth dialog box.

Event List History Depth

& History Depth of 0 zignifies no depth
lirmit [all cutput iz retained).

Pleaze naote that the mare lines you keep,
the more memany will be uzed.

Hiztory Depth: | 50000 *

= Type or select a new value in the History Depth box or click Default to
restore the default value of 50,000 lines.

= Type or select 0 in the History Depth box to retain an unlimited number
of lines in the display.

= Note

Turning off aue scroi temporarily sets the History Depth to an unlimited
number of lines so that new items will continue to appear in the display.



Setting the Column Display

To select the columns that appear in the display, choose Select
Columns from the Options menu or from the context menu that appears
when you right-click on an item in the event pare.

This action opens the Select Columns dialog box.

Select Columns

Ewvent Lizt Columns

Sequence Mumber
Tirme Apply
Process
Request Cancel
[ Type

[]5ession

[]EventID

| Fipat

Cutput

Result

Dhuration

1]:8

Detailz Pane Colummng
Farameter

[ Ot

Yalue

You can choose any of the following columns to appear in the Event
Pane:

the unique sequence number assigned to an event; gaps in sequence numbers

Eﬁﬂ:‘;:rce may in_dicate buffer overf_low_ resulting from heavy activity or filtering that prevents
some items from appearing in the display

Time the time that the event occurred

Process the name of the process making the LDAP call to the Active Directory

Request the name of the LDAP function call

Type whether the LDAP call is synchronous Or asynchronous

Session the LDAP session handle

Event ID the LDAP event handle
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Input the value passed from the Process to the Active Directory
Output the value passed to the Process from the Active Directory

the Result code returned by the function; Success results are not displayed unless

Result you clear Suppress Success Status on the Options menu

Duration the elapsed time between the call and the result

You can choose any of the following columns to appear in the petais pane:
Parameter the parameter names for the selected LDAP call
In/Out whether the parameter is being sent or received by the application

Value the value passed to or from the process making the LDAP call



Setting Other Display Options

= To change the font size of items in the display, choose Font on the
Options menu.

= Choose Always on Top to keep the window displayed when you
switch programs or windows.

m To toggle the requestcoumn between full and simple LDAP function names,
click Show Simple Event Name on the Options menu. Examples of
full and simple LDAP function names are:

Idap_get_values_len
Full Name

Simple Name get values length

= To toggle the display between distinguished and simple names, click
Show Distinguished Name Format on the Options menu. Examples
of equivalent distinguished and simple names are:

CN=RCHASE-

Distinguished Name 2K3,CN=Computers,DC=0A,DC=Denver,DC=Addesinc,DC=com

Simple Name OA.Denver.Addesinc.com\Computers\RCHASE-2K3

= To toggle the display of LDAP filter strings in the mput coumn @Nd petails pane
between simple format (i.e., prefix notation) and standard format (i.e.,
infix notation), click Show Simple LDAP Filters on the Options menu.
Examples of equivalent simple and standard format filter strings are:

(( NOT((showlnAdvancedViewOnly=TRUE)) AND (samAccountType
Simple Format ((name=rchase-2k3*) OR (sAMAccountName=rchase-2k3%*)))

(&(&('(showInAdvancedViewOnly=TRUE))(samAccountType=80530I

Standard Format (name=rchase-2k3*) (sAMAccountName=rchase-2k3*)))



= To toggle off and on the display of Success status in the resut coumn, Click
Suppress Success Status from the Options menu.



Command-Line Options

You can use command-line parameters to set console startup options
and to launch the monitoring service from a batch file or command
window.

Syntax

adinsight [-q] [-0] [-log FileName] [-fi
IncludeString] [-fe ExcludeString] [[-u UserName
—p Password] -r ComputerName]...

Parameters
—q

Starts the console without opening the Friter diaiog box. By default the Filter
dialog box opens at startup if any filters are applied.

-0
Turns off event capture.
-log FileName

Writes activity to a log file without opening the console, where
FileName is the name of the output file.

—fi

Specifies an Include string for the Filter. Fiter expression rues apply to the
IncludeString text.

—fe

Specifies an Exclude string for the Filter. Friter expression ruies @pply to the
ExcludeString text.

-2

Displays help at the command prompt.
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Saving Output

To save the contents of the Event Pane as a text file, choose Save on the
File menu or press the Ctrl+S shortcut key.

To copy the selected item to the Clipboard, chose Copy from the Edit
menu or press the Ctrl+C shortcut key.

= Note

You can also save the contents of the Event Pane as wwi formatted reports.



Logging to a File

You can use the command-line -iog option t0 Write activity to a log file without
opening the console.



Viewing Event Reports

To view a report of all items in the Event Pane, choose Events from the
HTML Reports submenu of the View menu.

This action opens an HTML-formatted report in your Web browser
window.

2 Insight for Active Directory - RCHASE - Microsoft Internet Explorer

“ - {3 v Sewth <Favortes @ Meda @ (2] Fle Edit View Favortes Took Help -#
Address | Ci\Dacuments and Settingsiadmint Desktapt Insight for Active Directory - RCHASE him hd ! a0
A
AD Event List for RCHASE

Prirted from NADMIN on Thu Feb 26 15:17:32 2004

Report generated by Insight for Active Directory, Winternals Software

Time  FProcess Request Input Output
e Senrices:2?605—et, LDAP_OPT_PROTOCOL_VERSION
option T B
il Benices 2760 bind  As Cument User
aorae, ;
Benices 2760 search  RootDSE:LDAR_SCOPE_BASE objectClas=™)
T s nives e 2 0 LUILUE
entry
R Eie|'trices:2'a'60teltues RootD5E: defaulthamingContext [C=Detroit DC=Addesing, DC=com
aorEe . j ; :
Benices 2760 search  DC=Detroit DC=Addesing, DC=com:LDAP_SCOPE_BASE:(objectllas=")
T s nivesren 2 (h0t6esto e
entry
il BenicesZTE0 teltues DC=Detroit, DC=Addesine D C=com:objectClass top
aorae, ;
Benices 2760 search  RootDSE:LDAR_SCOPE_BASE objectClas=™)
T s nives o 2 g0 LUILUE
entry
e BenicesZTE0 M, cunentTime
attribute
il BenicesZTE0 teltues RootDSE: currentTime 02/26/2004 21,0758 + 0Z
yorEe . oo ned
BenicesZTE0 sribute subschemasubentny
S Eie|'trices:2'a'60teltues RootDSE:subschemaSubentry CN=Aggregate CN=S5chema, Ch=Configuration,DC=D
e BenicesZTE0 M deSeniceName
attribute
30748 Senrices:2?60§e—t RoolhSE-deSemicellame CN=NTDS Sfathngs.CN=T$URUS.CN=Semers.CN= .

To view detailed diagnostic information about an LDAP function in the
Request column, click the hyperlink. To save the contents of the report,



choose Save As from the File menu of your browser window.
= Note

Columns that appear in the report correspond to the columns visible in
the Event Pane. To add or remove columns, choose Select Columns
from the Options menu or from the context menu that appears when you
right-click on an item.



Viewing Events with Details

To view a report of all items in the Event Pane with corresponding Details
Panes, choose Events with Details from the HTML Reports submenu
of the View menu.

This action opens an HTML-formatted report in your Web browser
window.

2 Insight for Active Directory - RCHASE - Microsoft Internet Explorer

ﬂ @ ¢ - Search 77 Favorites @ Media 2 @ File Edt ‘iew Favorites Tools  Help ,?
Address @ Ci\Documnents and SettingsiRchaseiDeskboptInsight for Active Directary - RCHASE. htm b4 E’ a0
A
AD Event List for RCHASE
Prirted from NADMIN on Thu Feb 26 15:13:08 2004
Report generated by Insight for Active Directory, Wirternals Software
Time Process Request Inpt Output Result DOuration
24.082= Senvices2TEO initialize Detroit Addesing Com:389 92146 mz
Parameters In/0ut ‘alue
HoztHame [IN] Detroit Addesine. Com
Fothumber [IN] 385
nResult [ouT] 000042468 (LDAPT)
24174 Senices2760 get option LDAP_OPT_GETDESNAME_FLAGS 62.241us
Parameters In/Out Walue
Id [I] D:000d24e8 (LDAPT)
option [IN] LDAP_OPT_GETDSNAME_FLAGS
outvalue [auT] 0028 d22 ¢ (void™)
24174 Senices2760 et option LDAP_OPT_GETDESNAME_FLAGS 21811z
Parameters In/Out Walue
Id [IN] D:000d24e8 (LDAPT)
option [I] LDAP_OPT_GETDSNAME_FLAGS
imialue [IN] 0028 d22 ¢ (void™)
Tes [auT] SUCCESS
24174 Senices 2760 zet option LDAP_OPT_PROMPT_CREDENTIALS 16.203us
Parameters Inf Ot Walue
Id [IN] D:000d24e8 (LDAPT)
option [IN] LDAP_OPT_PROMPT_CREDENTIALS
imialue [IM] 002254248 (void™
Tes [auT) SUCCESS
24175 Senices2760 et option LDAP_OPT_PROTOCOL_VERSION 16.203us
Parameters Inf Ot alue
Id [IN] 000042428 (LDAPT)
option [IN] LDAP_OPT_PROTOCOL_VERSION
____.——w_

To view detailed information about an LDAP function in the Request



column, click the hyperlink. To save the contents of the report, choose
Save As from the File menu of your browser window.

= Note

Columns that appear in the report correspond to the columns visible in
the Event Pane. To add or remove columns, choose Select Columns
from the Options menu or from the context menu that appears when you
right-click on an item.



Viewing Events with Time Results

To view a histogram report of LDAP calls in the Event Pane with Total
Time, Longest Time, and Average Time statistics, choose Event Time
Results from the HTML Reports submenu of the View menu.

This action opens an HTML-formatted report in your Web browser
window.

<A Insight for Active Directory - RCHASE - Microsoft Internet Explorer

>

¢ O - |ﬂ Iﬂ ; /-' Search Fawvorites @' Media 42 E File Edit ‘iew F -f’

| Address CHDocuments and SettingsiMadminiDeskioptInsight For Active Directory - RSCHASE, btm b | Go

AD Event Timing and Usage for RCHASE

Prirted from HADMIN on Wed Jan 21 16:13:42 2004

Report generated by Insight for Active Directory, Wirternals Software

Active Directory Evert Hurmber of Times Called Total Time Longest Time Forerage Time

Idap bind = i 319127 ms 144856 ms 45.590ms

Idap connect ] 146,829 ms 115.861ms 29,366 ms

Idap count entries g 22.413u= 13.130us 10.302us

Idap count walues 142 1.451ms G05.092us 10.220us

Idap count walues len 4 25.702us G.705us G.425us

Idap first attribute g 116.775us 28.495us 14.597-:E/
Idap first entry 22 203.378us 13 A0uz -

Idap get aption T 10555

Idap get walues 150

Idap get walues len

To view detailed information about an LDAP function, click the hyperlink.
To save the contents of the report, choose Save As from the File menu
of your browser window.

= Note

To display uncalled functions, choose rreferences from the Options menu and
clear Suppress uncalled functions in reports.



Viewing Highlighted Events

To view a report of highlighted entries in the Event Pane, choose
Highlighted Events from the HTML Reports submenu of the View
menu.

This action opens an HTML-formatted report in your Web browser
window.

Insight for Active Directory - RCHASE - Microsoft Internet Explorer,

) ) ﬂ @ ; - Search 'f."e.?Favorites & Media & @ File Edt View Favorites Tools Help ;?-

Address | C:iDocuments and Settings|adminiDeskton|Insight far Active Directary - RCHASE htm

AD Event List for RCHASE

Prirted from NADMIN on Thu Feb 26 15:25:38 2004

Report generated by Insight for Active Directory, Winternals Software

Time Process Request Input Output Rezult Duration
2093 CH=Public Key
P'M' userinit. exe:3266 search  Senvices,CHeSenices CN=Configuration, DC=Detroft, DE=Addesine, DC=com:LDAP_SCOPE_SUBTREE: 3.865ms
(objectCategon=cedificationAuthority)
Parameters InfOut  Yalue
I [IN] 00002460 (LDAPT)
base M CH=Public Key
Senices, CN=Senvices, CH=Configuration, DC=Detroit DC=Addesine, DC=com
scope [IN] LDAP_SCOPE_SUBTREE
filter [IN] (0bjectlategon=cedificationAuthority)
attrs [IN] uSHChanged
attrzonly [IN] FALSE
timeout -
N 300
e conds ]
timeout -
N il
microseconds[ ]
res [OUT]  |0e000e5228 (LDAPMessage™
B2TFIPM userinit exe 3256 first antry D:00e5228 0005228 16.483us
Parameters InfCt Walug
14 [IN] 0:000 42440 (LDAPT)
entry [IN] 0:00085228 (LDAPMessage™)
nResult [auT) 0:400085228 (LDAPMessage™)
321:33 i CH=5RWDCA, CH=Certification Authorities, CH=Public Key
13250 WE] 4544128 26819
P s L Senices, CN=Senvices, CN=Configuration, DC=Detroit, DE=Addesing, DC=com:uSNChanged b

Parameters In/Out Yalus
Id [IN] 040000 420 (LD AR
entry [N |D000eB228 (LDAPMessage™)

CH=5RWDCA, CH=Certification Authorities, CH=Public Key
Senices, CN=Senvives, CN=Configuration, DC=Dretroit, DE=Addesing, DC=com:uSNChanged
ialug [0UT] (4544128

attr [IN]




To view detailed information about an LDAP function in the Request
column, click the hyperlink. To save the contents of the report, choose
Save As from the File menu of your browser window.

= Note

Columns that appear in the report correspond to the columns visible in
the Event Pane. To add or remove columns, choose Select Columns
from the Options menu or from the context menu that appears when you
right-click on an item.



Change Color Highlighting

You can set color nignighting properties Of the display by choosing Highlight
Preferences from the Highlight menu or from the context menu that
appears when you right-click on an item in the Event Pane.



Display Only Selected Events

You can display or hide processes whose hames contain specified text or

add and exclude selected transactions by clicking the Filter ¥ toolbar
button, choosing eventriter ON the View menu, or pressing Ctri+L.



Log System Activity

You can use the command-line -iog option t0 Write activity to a log file without
opening the console.



Save Events in the Display

You can save the contents of the Event Pane as a text file by choosing
Save on the File menu or pressing Ctrl+S.

You can copy a selected item to the Clipboard by choosing Copy from
the Edit menu or pressing Ctrl+C.

= Note

You can also save the contents of the Event Pane as wwi formatted reports.



View Different Columns in the Display

You can select the columns that appear in the display by choosing selec
coumns from the Options menu or from the context menu that appears
when you right-click on an item in the Event Pane.



Reporting Bugs

If you encounter a bug please send email to markruss@microsoft.com,
including the behavior you observed, the behavior you expected, and
steps for reproducing the problem.



mailto:markruss@microsoft.com

Setting Program Preferences

To change the default capture mode when making a new connection,
display a tray icon &4 on computers running the monitoring service,
change the TCP/IP port number or administrative share name, or display
uncalled functions iN events with Time rResutts Feports, choose Preferences from
the Options menu.

This action opens the Preferences dialog box.



